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1. AMAG

Bu teknik sartname; Dogus Universitesi biinyesinde halihazirda kullanilan Meyer turnike sisteminin tamamen
yenilenmesini, ylz tanima — kart — QR destekli yeni nesil turnike cihazlarinin devreye alinmasini, 6grenci ve
personel bilgilerinin Proliz ve SAP sistemleri Gzerinden otomatik olarak yonetilmesini, kullanici durum
kontrollerinin saglanmasini ve tim gecis hareketlerinin raporlanabilecegi modern bir PDKS (Personel Devam
Kontrol Sistemi) altyapisinin kurulmasini amaglamaktadir.

Bu kapsamda sistem; akademik, idari personel, 6grenciler ve misafir kullanicilarin kurumsal givenlik
standartlarina uygun sekilde kontrollii gegisini saglayacak bicimde tasarlanacaktir.

2. KAPSAM
Bu teknik sartname asagidaki unsurlari kapsamaktadir:
e Mevcutta kullanilan tim Meyer turnike cihazlarinin degistirilmesi
e Yiztanima + Kart + QR destekli yeni turnike sistemlerinin kurulumu
e Proliz—SAP — Mobil Uygulama entegrasyonlarinin saglanmasi
e Kullanicilarin (6grenci / personel) otomatik olusturulmasi ve durum kontrolu
e Yasakli / engelli kullanicilarin sistem tarafindan engellenmesi
e Tim gecis kayitlarinin merkezi panelden izlenmesi
e Raporlama altyapisinin kurulumu
e Sistem i¢in gerekli tim donanim, yazilim ve entegrasyon ¢alismalarinin yapilmasi
e Mobil uygulama ile QR Uretimi ve ge¢cmis goriintiileme fonksiyonlari
Sistem; Faz 1 (Personel) ve Faz 2 (Ogrenci yiiz tanima) seklinde iki asamali olarak devreye alinacaktir.

3. GENEL TEKNIK OZELLIKLER
3.1 Faz Yapisi
Faz 1 — Personel Gegis Sistemi
e Tum Meyer cihazlari sékilerek yeni nesil cihazlar takilacaktir.
e Yiiz tanima yalnizca akademik ve idari personelde aktif olacaktir.
e Ogrenciler bu fazda kart + QR ile giris yapacaktir.
Faz 2 — Ogrenci Yiiz Tanima Aktivasyonu
e Yiiz tanima sistemi 6grencilere de acilacaktir.
e KVKK kapsaminda gerekli izinfonay ekranlari bu fazda devreye alinacaktir.

4. DONANIM GEREKSINIMLERI
4.1 Turnike Cihazi Ozellikleri
a. Yiiz Tanima
e Tanima sliresi: £ 0.3 saniye
e Maskeli yliz tanima destegi
e Minimum dogruluk orani: %99
e Duslk sk / ters i1sikta calisabilme
e Biyometrik verilerin KVKK uygun sifreleme ile saklanmasi
b. Kart Okuyucu
e Mevcut kurum kart standardi ile tam uyumluluk (Mifare/Proximity vb.)
e Personel / 6grenci / misafir kart ayrimi
¢. QR Kod Okuyucu
e  Mobil uygulama tzerinden dinamik, tek kullanimlik, zaman kisitli QR kodlari okuyabilme
d. Anti-Passback
e Ayni kisinin arka arkaya gecis yapmasini engelleme mekanizmasi bulunmalidir.
e. Donanim Ozellikleri
e |P65 koruma sinifi
2 GB RAM — 16 GB ROM (minimum)
TCP/IP, WiFi, RS485 destekleri
Offline ¢alisabilirlik (internet yokken lokal log olusmal)

5. YAZILIM VE SISTEM ALTYAPISI
5.1 Kullanici Yénetimi ve Entegrasyonlar



a. Proliz Entegrasyonu
e Ogrenci kaydi olustugunda turnike sistemi kullaniciyi otomatik olusturmaldir.
e Ogrenci durumu (aktif/pasif/mezun) anlik olarak kontrol edilmelidir.
e Yasakli 6grencilerin gecisi otomatik engellenmelidir.
b. SAP Entegrasyonu
e Personel ise giris/cikis durumlari SAP HR ile uyumlu olmaldir.
e Yeni personel olusturuldugunda cihazlara otomatik aktarim olmalidir.
e isten ayrilan personel otomatik engellenmelidir.
c. Yasakh / Engelli Kullanici Kontrolii
e Panele veya cihazlara kullanici durum bilgisi anlk yansitiimalidir.
e FEkranda: “GECIS iZNi YOK — HESAP PASIF” gibi uyarilar gésterilmelidir.
d. Biyometrik Veri Yonetimi
e Yiz tanima sablonlari AES-256 gibi gli¢lii bir algoritma ile sifreli tutulmahdir.
e  KVKK uyumlulugu zorunludur.

6. GECIS SENARYOLARI
6.1 Personel
e YizTanima

e Kart
e QR (yedek yontem)
6.2 Ogrenci

e Fazl:Kart+QR
e Faz2:Yiiz+Kart+ QR
6.3 Misafir
e Gegici kart
e  Mobil uygulama veya giivenlik birimi Gzerinden olusturulan QR kod

7. MOBIL UYGULAMA ENTEGRASYONU
e Tek kullanimlik, zaman kisith QR kod Uretimi
e Turnike gecislerinde anhk bildirim
e Kullanicinin kendi giris—¢ikis gegmisini goriintilemesi
e (Opsiyonel) yiiz verisinin mobil uygulamadan yiiklenebilmesi

8. YONETIM PANELI (BACKOFFICE)
8.1 Kullanici Yonetimi
e Ogrenci ve personelin otomatik olusturulmasi
e Yasakli/engelli kullanicilarin takibi
e Manuel kullanici ekleme/diizenleme
8.2 Cihaz Yonetimi
e Online/offline durum takibi
e Log miktari ve trafik yogunlugu goriintileme
8.3 Turnike Yonetimi
e  Giris—cikis kayitlari
e Anti-passback loglari
e Filtrelenebilir hareket ge¢misi
8.4 Entegrasyon Yonetimi
e  SAP — Proliz — Mobil uygulama baglanti durumu
e Hata/uyariizleme

9. RAPORLAMA ALT YAPISI
9.1 Personel Raporlari

e Giris—cikis saatleri

e Mesai uyum raporlari

e Devam—devamsizlik analizleri
9.2 Ogrenci Raporlan

e  Giris yogunluk raporlari

e Yasakli kullanici giris denemeleri
9.3 Sistem Raporlari



Cihaz online/offline raporu
Sistem performans raporlari
Entegrasyon hata raporlari

9.4 Gikt1 Formatlari

Excel
PDF
Csv

10. GUVENLIK GEREKSINIMLERi

Tim iletisim TLS 1.2 ve (zeri ile sifrelenmelidir.

Kart, QR ve ylz tanima verileri sifreli olarak saklanmaldir.
Parmak izi teknolojisi kullanilmayacaktir.

Yetkisiz erisim loglanmalidir.

11. PERFORMANS GEREKSiNiMLERi

Yiz tanima suresi: 0.3 — 0.5 saniye
Cihaz acihs siresi: £ 10 saniye

Gecis dogrulama siresi: £ 1 saniye
Senkronizasyon gecikmesi: £ 30 saniye

12. TEST VE KABUL SURECI
12.1 Fonksiyonel Testler

Yiiz tanima, kart, QR gegisleri
Anti-passback
Offline gecis senaryolari

12.2 Entegrasyon Testleri

Proliz

SAP

Mobil uygulama
Yonetim paneli

12.3 Performans Testleri

Es zamanli gegis dayanimi
Gecikme testleri

12.4 Giivenlik Testleri

KVKK uyumlulugu
Kimlik dogrulama gilivenligi
Log guvenligi

12.5 Kullanilabilirlik Testleri

Cihaz ekrani
Yonetim paneli arayiiz deneyimi

13. EGIiTiM VE DESTEK

Akademik ve idari personel icin kullanici egitimi
Guvenlik personeline turnike kullanim egitimi
Yonetim paneli teknik egitimi

Destek — bakim siiregleri s6zlesmede belirtilmelidir
SLA sireleri agikca tanimlanmalidir



